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Current Force Protection technologies and CONOPS do not provide a 
comprehensive, effective, and sustainable Joint FP capability

Fielded FP systems do not provide comprehensive situational 
awareness

Fielded FP technologies absorb too much manpower 

Fielded FP systems are too costly, there are too many variants and 
redundancies

Force Protection systems are DISJOINTED and 
INEFFICIENT 

Force Protection systems are DISJOINTED and 
INEFFICIENT

Joint Warfighting ProblemJoint Warfighting ProblemJoint Warfighting Problem
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Ineffective FP C2

Burden / risk on warfighter

Costly

Joint Warfighting ProblemJoint Warfighting ProblemJoint Warfighting Problem
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Unmanned Systems

Common Operational Picture

Non-intrusive Inspections

JFPASS CapabilitiesJFPASS CapabilitiesJFPASS Capabilities
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INTEGRATE … and … AUTOMATE
Leverage benefit of integrated systems for Joint FP

INTEGRATE … and … AUTOMATE
Leverage benefit of integrated systems for Joint FP

Demonstrate, assess, and transition an 
integrated Joint FP capability

Demonstrate integration via C2 
Architecture

Field the Joint FP capability at OCONUS 
installation, leave-behind system with 
sustainment

Develop CONOPS and architecture (blue 
prints) for future Program-of-Record for an 
integrated Joint FP capability

Technology & CONOPs, 
Architecture (Blue Prints) 
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Radar

Force 
Protection

COP- 
CROP

Cameras

Seismic

Fence

MW

Thermal

Chemical

Radiological

Biological

Explosives

Unattended

ThreatsThreats

Threats
Threats

•

 

Comprehensive situational 
awareness will be attained by 
integrating disparate sensor 
technologies (new and legacy)

•

 

Effective use of personnel will be 
attained by maximizing use of 
unmanned and unattended 
technologies

•

 

Construction of a common 
operational picture based on 
relevant sensor data (via sensor 
fusion) will provide improved 
situational awareness

•

 

A common C2 architecture for FP is 
necessary to provide scalable, 
tailorable solutions.

•

 

A standard communication protocol 
will lead to cost reduction by 
providing interoperability guidance 
for current and future FP systems.

Response 
Force

Trac
k /

 W
arn UAVs

UGVs

IR

JFPASS Technical ApproachJFPASS Technical Approach
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Demonstrate, assess, and transition an integrated Joint FP capability, that provides:
–

 

Access Control

–

 

Perimeter Security

–

 

Non-Intrusive Inspection

–

 

Waterside Security

–

 

CBRN sensing and protection

Demonstrate integration via C2 architecture, to include: 
–

 

Standard / scalable connectivity (plug & play)

–

 

Common and integrated operational picture 

–

 

Decision support system

–

 

Reduced workload

–

 

Affordable logistics and maintenance

Field the Joint FP capability at OCONUS installation, leave-behind system with sustainment 
and transition plan

Establish CONOPS and develop integrated architecture (blue prints) for future Program-of-
Record (POR) for an integrated Joint FP capability

INTEGRATE … and … AUTOMATE
Leverage benefit of integrated systems for Joint FP

INTEGRATE … and … AUTOMATE
Leverage benefit of integrated systems for Joint FP

Joint Capability ObjectiveJoint Capability ObjectiveJoint Capability Objective



27-Sep-07
8

IUBIP CBA

Force Protection JE

Integration Assessments

FY07
1Q 2Q 3Q 4Q

FY08
1Q 2Q 3Q 4Q

FY09
1Q 2Q 3Q 4Q

FY10
1Q 2Q 3Q 4Q

IA-2
Robot-to-Robot
Collaboration

IA-2
Robot-to-Robot 
Collaboration

CONOPS/FAA/FNA/FSA

Capability Documents (ICD/CDD)/ 
DOTMLPF Change Request (DCR)

Virtual Simulation

JFPASS JCTD

Candidate Review Board

JCTD Selection Process

System Development

Contract Awards

Operational Demo

Technical Demo

Residual and Extended 
Use

KICK-OFF

TD1

Spiral 1 
(CONUS)

Spiral 2 & MUA 
(OCONUS)

Functional Capabilities Board

IA-4/JFPASS 1
Fully Integrated

Picture

IA-4/JFPASS 1
Fully Integrated 

Picture

IA-1
Crawl-Walk-Run

Incremental 
Approach

IA-1
Crawl-Walk-Run 

Incremental 
Approach

1 2 3 4

Analytical  and Assessment 
Reports

IA-3
Integrate CBRNE,
And Waterside 

Systems

IA-3
Integrate CBRNE, 
And Waterside 

Systems

Technical Integration Sessions

Joint Oversight Council 
Briefs

Joint Force Protection Capabilities ScheduleJoint Force Protection Capabilities ScheduleJoint Force Protection Capabilities Schedule

TD2
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Assess

WarnDefend

Recover

Detect

Detect Full Range of Activities
Sense / Track Activity
Conduct Surveillance

Conduct Reconnaissance
Collect Information

Manage Sensor Networks / Capabilities
Integrate Sensor Capabilities

Recognize, Classify, and 
Identify Data & Information

Evaluate Independent 
Information

Integrate Information
Interpret Information

Analyze & Synthesize 
Information

Develop Intelligence Estimate

Disseminate Analyzed Info, Early 
Warnings, & Decisions

Issue Early Warning
Analyze Mission

Develop and Prioritize COA
Make Decision/Issue Orders

Reallocate & Recover 
Capabilities/
Resources

Reallocate Capabilities 
and Resources

Recover Capabilities

Prevent, Deter, Restrict, Resist, or 
Defeat Hostile Actions 

Integrate C41 Capabilities & Manage 
Information and Resources
Execute Passive Measures
Execute Active Measures 

Mitigate the effects of an Attack

IUBIP Capabilities Addressed by JFPASSIUBIP Capabilities Addressed by JFPASSIUBIP Capabilities Addressed by JFPASS

JFPASS JCTD will address 
the Capabilities

Derived from IUBIP 
Capability Based Analysis 

in WHITE text
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N/L UGV
MDARS

REM-Sense
Detects/classifies 

aircraft and vehicles

SPIDER
Automatic long-

 

range surveillance 
system

STS 350, 1400 & 
12000

Perimeter Radars

Secure Fence
Detects and locates 
intrusions to w/in 25m

RSS
GSR and Day/night 

cameras

BAIS
Battlefield Anti-

 

Intrusion System. 

C2 Vehicle 
Highly Expandable, 

Mobile and 
Transportable

Discoverii
laser illumination 

night vision

Lethal UGVs
AFRL Defender / 
RS-JPO Gladiator

Controls Unmanned Assets, 
from UGVs to Radar and BAIS

JBC2S

•Secure Radio or CDPD Network
•Gateways
•2.5G & 3G Cellular Networks
•Wireless LAN Network
•Wire Line Networks

Remote 
Tracking 
System

LCD
Detects 
chemical 
warfare

Arcturus T-15
10lb payload UAV
12+ Hr Endurance

Weapon Watch
Real-time enemy 

fire detection 
system

WSTI Camera
Wide Area Surveillance 

Thermal Imager

TASS Perimeter 
Sensors (LRTI, 
IR/Microwave, 

Pyramid IR)

SPM
Sensor Policy 

Manager

UDR-14
Radiological 

detection

LRAD
Long Range Challenge 

Capability

NROWS
Lethal Capability

WAVES
MIUW TSP

JWARN

FPASS

TRSS

NASATKA
Mob BarrierTASS

Sensor 
Gauntlet

Raven B

Technologies Employed in Joint ExperimentationTechnologies Employed in Joint ExperimentationTechnologies Employed in Joint Experimentation

https://easps.saic.com/sites/FPJE/Equipment Pictures/Defender.jpg


27-Sep-07
11

Joint Basing Standup (OSD)

JFPASS JCTD JFPASS JCTD 

ICDs
Nov 06 Sep 07

Jan 07 Dec 07

JSP
FAA FNA

CDDs

CPD
Spiral 2

CPD
Spiral 3

DCRs

FY08 FY10

FY08-09

FY10-11

FY14-19 FY 20-25

FY07

FY14 FY26

OSD Physical Security Equipment Action Group (PSEAG)  Joint RDT&E for Physical Security

Jan 07

Informs
and

Scopes
JCTD

FY09   

Joint Program Alternatives
OCONUS Site  

FY09/10

CDD/CPD
Spiral 1

AOR
Trip #1

Feb 06   

FY09         FY10

IUBIP  CBA (FY12-24)

FY08-09
FSAs

JCD

Joint Program Manager – Centralized
OR

Lead Service PM w/Joint Participants

CONOPS

Provisional PM

Service-Specific JCIDS Docs

Service-Specific Procurement Programs

Joint Experiment (JE)Joint Experiment (JE)

AOR
Trip #2

FIELD Residual 
in FY09

TRANSITION in FY10 

FIELD Residual 
in FY09

TRANSITION in FY10 

Lower (Red) Path 
Delivers Capability 
4 to 5 years Earlier

Lower (Red) Path 
Delivers Capability 
4 to 5 years Earlier

•

 

Joint CBRNE 
IP Study

•

 

USA Unit 
Protection CCP

•

 

Biometrics 
CBA

•

 

USN 
Shipboard/ 
Installation 
Protection CDD

•

 

USAF IBDSS 
CDD

Complex systems
•

 

Non-Intuitive 
Interdependencies
•

 

Experimentation Informs

 

Requirements

Joint FP Capability RoadmapJoint FP Capability RoadmapJoint FP Capability Roadmap
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PSEAG
Mr. Mike Toscano

JPEO-CBD
COL Malatesta

JGRE
Ms. Ellen Purdy

JSSG
COL Art Clark

Joint Advisory 
Committee (JAC)

Mr. Chris Vogt

MANSCEN
COL Tabacchi

USAF
Mr. Patrick Marr

USA (Lead Svc)
LTC Choung

USMC
Ms. Lindy Burkhart

USN
Mr. Carl Goalie

Technical Manager 
(Navy)

Mr. Kiko Lama

Transition Manager
(Joint)

LTC Green

Oversight Group
DUSD (AS&C) 
JCTD Director

JFPASS Oversight Executive
DA Staff G8

USAF Securtiy Force Director
OPNAV N8 

JPMG 

Joint Management Team
Operational Manager
Technical Manager
Transition Manager

PSEAG Tech Advisor

Operational Manager
(EUCOM HQ)

Mr. Steve Desautel

DRAFT

Oversight and Management StructureOversight and Management StructureOversight and Management Structure
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Joint Force Protection Advanced Security System (JFPASS) JCTD – Recommended for 
FY08 “Immediate” Start (OUSD AT&L Report to Congress)

USEUCOM Combatant Command Sponsor and Operational Manager (OM)

Operational Demonstration location – Spangdahlem Air Base, Germany

Kick-off, 10-12 October 2007 (NSWCDD)

Requirements Refinement with USAFE – On-going - 22 Oct – 15 Nov

Planning Tech Demo 1 – March 2008

Spiral 1 Operational Demonstration – Sept 2008 (CONUS)

System Installation July 2009

Spiral 2 Final Operational Demonstration – Sept 2009 (OCONUS)

Extended Operational Use – FY2010

JFPASS StatusJFPASS StatusJFPASS Status
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JFPASS JCTD is an integral part of a comprehensive DoD effort 
to improve conventional force protection

─Informs concept analysis and future requirements

─Provides capability to the force 4-5 years earlier

JFPASS JCTD will provide a layered, integrated, and automated 
Base Defense System

US Army is the lead service and is executing with a Joint team

Integration of candidate capabilities demonstrated successfully 
in FPJE IA-1, -2, and -3 

USEUCOM is the Operational Manager (OM)

NSWC Dahlgren provides technical leadership in line with its 
ATFP mission

SummarySummarySummary
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