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Command, Control and Interoperability

Vision 
Stakeholders have comprehensive, real-time, and relevant information to create 
and maintain a secure and safe Nation. 

Mission
Through a practitioner-driven approach, the Command, Control and 
Interoperability Division (CID) creates and deploys information resources to 
enable seamless and secure interactions among homeland security stakeholders.
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CID Division Organization
Managed by the Department of Homeland Security’s (DHS) Science and 
Technology Directorate, CID delivers on its mission through five thrust 
areas. 
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CID: Interoperability Customers
CNR Annual Program Status Review 8 February 2005• Coordinates with primary customers: 

• DHS Protection & Programs Directorate  
• Federal Emergency Management Agency
• Department of Justice
• Customs and Border Protection
• National Communications System
• U.S. Coast Guard
• U.S. Secret Service
• Immigration and Customs Enforcement   
• Transportation Security Administration

• Directs initiatives to end users:
More than 60,000 emergency response agencies nationwide, state homeland 
security officials, and policy makers at the local, tribal, state, and Federal levels




