NDIA #19693: Program
Management in HPCMP-
CREATE™ (A Family of Large-
scale, Physics-based, System-
of-Systems, Software
Development Projects)

An Application of Risk-based Management Practices in Software Development

DOD

Richard P Kendall, Ph.D. with
D.E. Post, L.G. Votta, P. A. Gibson, L. A. Park and S.M. Sundt

October 2017

Distribution A: Approved for Public release; distribution is unlimited.

MODERNIZATION PROGRAM



Program Management in CREATE

How would you manage
It for long-term success?




Program Management in CREATE

DOD & 2
R
)
\ ) -
Qi

MODERNIZATION PROGRAM < Tarys OF &

Why should you have

confidence In the staying
power of CREATE?

o . P . Presentation Title
Distribution A: Approved for Public release; distribution is unlimited. " paue3



R
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Billions Wasted on DoD Software

The victors in battles are those who create, modify and deploy ideas faster and more nimbly than opponents. Regrettably
miting the U.S. military’s access to ideas risks failure

br years, the U.S. military has been losing an asymmetric battie that involves not improvised explosive devices, bullets
Qaida, but instead swarms of defense industry contractors seizing control of taxpayer-funded ideas because governme
icy and regulations were engineered to buy iron and steel, not to deploy a software-based military

h like the battles in Iraq and Afghanistan, the rapid and continual evolution of technology demands that the military
lerate just as rapidly, and the only way is to manage the ideas it has funded

mon theme since 9/11 is that the U.S. government lacks imagination. We have not misplaced our imagination, we
mply unable to deploy new ideas as effectively or as quickly as we could. This loss of agility stands in stark contras
ate industry, foreign governments and nonstate actors, who are adopting and deploying software technologies once
ively in the military domain

ance, China deploys advanced electronic warfare t logies, Iran builds aircraft, al-Qaida evolves
e devices, and private companies like FedEx and eTrade create complex, redundant and failsafe command-and-

of
waded on ¢ “:d held the 5‘::“3 nto is the fabric that enables planning, weapons and logistics systems to function. It might be the only infinitely
noldets “"‘20 mn“‘,n&hﬂess B military resource. New software builds on the raw material of previous sof! evolving ff
ex AlODE sold E‘ACEBOOK e, from ground sensors to  itis the final 1 of a military idea transformed into human readabl
ined 01 P8 2 e and deployed to a battlefield
Conl

ons

ent of Defense spends tens of billions of dollars annually creating software that is rarely reused and difficult t
threats. Instead, much of this software is allowed to become the property of defense companies, resulting in
fly funding the same solutions or, worse, repaying to use previously created software.

coherent set of policies and regulations for the DoD's intellectual property has eroded the U.S. military
Wivantage, leading to compromised missions and lost lives. | d expi device cour ure
be upgraded rapidly without replacing entire systems; personnel position systems can't update in real time,
ted on software radios that don't interoperate.

J's
y reveals e agency co
-spy 7€V als th 71

les goveming the military's intellectual property portfolio use an antiquated rights structure where the
s retains copyright, and therefore effective monopoly, control over taxpayer-funded software ideas. By
rcial industry ruthlessly exercises control over its own software ideas.

pst for its shareholders: maximize profit
e costs and decrease adaptability and agility in military software. Examples
#na manipulate the software. Imagine if only the manufacturer of a rifle were allowed to clean, fix,

\at rifle. This is where the military finds itself: one contractor with a monopoly on the knowledge of a

0 require all taxpayer-funded software ideas to be licensed with an gpen source software copyright
e would define the rights, roles and responsibilities for the military and defense industry and simplify
deas can be shared. To keep the U.S. military ahead of its adversaries, the DoD and defense
\dysfunctional partnership of nonsharing

are intellectual property regime would broaden the defense industrial base by enabling industry
-ledge, thereby increasing competition and eventually lowenng costs. Over time, DoD would evolv

a
od comPeE ciration
4 hsoued ademOn page
Lty awarded B0 ion 1o X £ ontinue!

MODERNIZATION PROGRAM

0 K,
co,  the v,
"PU”NG /Sor Mual Cage Fho? . 1
ke Ype,
Ctrum

TWARg
FEATURE ;
Who kij
ed the \/:
OW the FBI by e V’”ual Case Fik
HARRY (- W mg, ne?
" GoLogy, N "e than 00 J
e oarly 15, SEPTEMBER 20, :”"hon on cage
20( -man,
ral ang 8i agemeny
Soft,
ation, |, are j
Nder e gaso, d will
h @ direcy ne any
®adquarters 10N 0f Robery , . 21050 tayes ecis . Miles in y,
¥ Collactoq radio, ;upmc’” Agent Lagm, e NI, 10
e, i8or g o ‘
RIS, Ungo 8 0f oyg od, ety
un, once eral g,
fion, s :Mh ® FBl coy P Wiretap, 03U of Inyg,
W w, n d iew,
INce, an, Tote o, "ovide S, ang
' 4Nd ingg, ® himsey, him wig, nancia
it wa, lews, He y, ada tran,
. S0t ungy Depe,, m imp rac "®latio, Se ” S Over e
en enty ont nsh Oul
holding gince 198910ned 16 name ., " O"Mation g, ":3 bety, @ help o,
hnqa, asug 1 ne ca
m Pect 1o a Veal,“, all
Wag Colleg ong th,
Mily, the A troag,, 9Ue thyy At migh
@ tr the
no Ove [
P suppo, & Vese famyyy, ang, °"”’°lmano,, b ned g p,
atthe pry, . PY. the p ® Rusgig 0Ut whe,
M pick fBry Jorsgy R’"b "o gallong " ©oMpon nts. it olved the cop,

“UP the phop . 29/0nal Cq °CM & o, - P ONtageg o Y. i
¥, Depe - & an, Callag that ;;Mor Foren,, o ba'al Plece °’Evrd..: who got,
lsor, ¢, ®ed to g, N1, 1 ne rat "Nce." Dep,

* Chiargg, e in I amij, oW n
io, w, at ha wh
fitmeny L bineq nie" ®he
, hmom the Fgy - 99ing hig g Yourseys
Y. Th am w,
#Nalygtg tosg was gy, as an a“""C/ou. 0jey 8 skillg ang
Heaq e vita) lo hal I Cage
e FB) raim. - *StiGative a6 the rgy. o WOUId be, .
00 009 0 ims, Inform, I's b, Ome th,
ines of s con “baseqy thighy
Million o tracto, k envir .
pr o ey Obs, Nme,
!, ingy, len Pl N, al
ShoW that fhe o “2IG $105 O functi Plications Utomateq ¢,
e Fp, fac llion y, J et Nationg; ase
P (SAic
na cod '® Past Apy; )
#ge augj, el 9 tochnicq Vano‘ " bureg
sm,,c Caseq in 2, ertige. govern,
Ontry| , Gl h, reg Imy
Mbitioyg gep  C © the Vopg A Fine, e blamg
e ail
PNt for e Ules; ang y, ure. Ame, th OPartmen,
bureg, ofaply ™ Poorly yef, O Jugticg
ny ®liney i
Years ap, ide h, r gen,
er tery, Y ev
0 for noy « Orists crg, Olving de,
New :l 9 Necting the :hml'“'"'""x into g, "k deploy,
ot thay *in o
mig, time o
lase alop, Prevent e ter an,
Support sy, 9 And wony gy, 2Hacks, gfjy e Pentg
s, Stem, oar; did noy 'gon, m,
doeg Which so, 8 1o cop have g, e
e o ot i agents j, e me. ® softwar,
connnu. olay '°”Brc . avmdod Using
L] o
de VZe, ang 18 Cum,
Ine o Shara ... bersam..

Micien
Iy or

Distribution A: Approved for Public release; distribution is unlimited.

Gov’t Software: A Legacy of Risk Management Failure!

—— IMS arg e

Presenan.
Page-4



Examples of Failure Similar to CREATE
 DOE ASCI (Multi-Physics, HPC) < 50% Success

ERNIZATION PROGRAM

Cod e Pr OJeCt S — Marco, Paul Dubols, Michael Gitings, Tom Gorman, Dale
C ed Ule FO 1 Henderson, Joseph Kindel, Kenneth Koch, Robert Lucas,
r IX Large-s I . Iam\ WR;M Douglas Miler, Pat Miller, David Nowak,
cale Physics-p a SOFTWARE PROJECT MANAGEMENT  Scamaecs b Thoment Dave s, prats !
PrOgram Mil sed CBE Code AND QUALITY ENGINEERING Fobert Wabsler, Darel Woeks, Robert Weaee, Heer
eStoneS Set S PRACTICES FOR COMPLEX, COUPLED  /*0<% Dan Weeks. Don Wilerion, £4 Yourden, Mt
':w""lm. MASSIVELY 2ka, and Goorge Zimmerman
Pr Og ram . "nut:ﬂ. COMPUTATIONAL
Plarm Mllestones Z \ T FROM Ascy 'S/ LESSONS LEARNED ! Introduction
anning New Code PrOjECts <5 :n the mide of 1996, the Department of Encrgy (DOE)
) launched the Accel Strategic € R
And Start Launched 1st ond 3rd oS e (ASCH o develop el o 02 [
o (o e the muclear weapons in he US vockpile 1o, 0"
=l & ondall mos National Laboratory (LANL) gni 1 The Los Al
1996 | 1997 | Y B U < oy T
LAMOS, N, U : eveloping this capability s
I I 19981 1999, 2000} 200 N2 o A (POSTa LA o S i e s peformaee
I I l .| 8 | © Abstract "“""Kl\‘mmumcniummn:‘:ill‘:;\l llylm,\({‘c o
[ 7 i no s. The ASC]
S wls om A feramed o st ight years okd and now hag Lo
c il o d mullphyses gocue, comgler, 1y dvanced Simulation and Co, -y
5o Wl el g e o0 SRS o g e APPrOREiBe time 10 assen the ::M'"WN :
4 el e, Muation of the : op “lessons | A ogress and 1
Earet Code Project olle o e SO, ot s e el g
o Il @ and inerta tion, s Torsuccesy T Presents the “Jegygy
Dhysics oo 80 601Gy anviry 3 ful code developn, s learned
o |l ® Setcdynamic oental sysiems, agir. %0 4. The major point gt < JUNINE the ASCY pr
blochemical gy ston, bio In POIRS are sumpmagiy Progect
» (|l Veopemealt8lms, a gy yma logial ang the absence of edin Table |
J b . o oy m:’:m s n:n;’: 0ssiul do. \uuum..mm,-m,..wm" "Mproved nuclear weg
P |
abiru Code Project e e N e b e
7] are 5 » ing the 2 fen
I ?"""“‘Mm 85006 laarmogt frop: - the cessation of festing ,L, | fall o the Sovie L on and
cloar rimeny and uclear by
é ST b e
- 4 S inaug
- -m.,,,,,:‘l o o w5550 o, W it S0ckple, Fyen "h:lq;' PROZEAM 10 mainggin e
S O™Dlope o 2% (ahr ot mch reduce the Russian F, Sciew
. o o hon o a1 proces and : d threat 10 ghe (g eration poses
Falcon Code Project Bl e e i s oy Pty Rt 1 he S
e -’& ‘ ’—‘_® z S wu?.:‘:,:"" Ancther :w X0 oty hogg ey docs g e PP ““"""“l“!r:;“{l;\?l e tweniy
a_ :;le m oorence, | o m,l Wih ry technoje ’\.:urum defense wod I‘I".‘ nation thyy
e 16qirement e LC8 Vel g g 10 OOl Uessor Tyt 0 = 404 often - L Mdern
17 y deter US ang I - fall
Koy v e Momerts ary g™ ducing hei o uss; ictim g gy
3 p o @ Slvar g g 830l 0f o KPS from he 1" 1 the proceyg of
Kite Code Project o S S, i, Wy i i e S0 b o
I Ael atonal cionce " Miclear e *Alh ded 1o I ke
- - — - g know| nce lear weapong miss} feeded 1, ke” 10 the
i Dision ¢
— p
’ : =Zloo
Finch Code Projeg, ofe3 m
(7] o= hel | They
— - — - + @ 28 E " N
0 3 - "‘2;;»;4:.,: - o allenge % The wegp, BIveN 19 o ip)
= | s T T A \"rm MisSions, ar PUNE the exigin PORTAM oy m.:
g ) 3 T Withou g CXENing theyr 1 28Deads, for g
Gull Code Project Do | = e Y e 15t s 010
A0 | Ror clemen© 1OF “Stockpie :‘:r“ p.-,;.. Mance
andah
*Computational Science Demands A Nev Paradigm. ’ @ o
. / Today. 2005.58 (1)
P tan E. Post, L. G. Votta, Physics | —
rojec —
P.

Presentation Title

Distribution A: Approved for Public release; distribution is unlimited. Page-5



CREATE Core Risks
10 Core Risks Identified in 2008

1. Creating and inventing new, innovative software technologies

within the existing DoD program and project management structure.

2. Loss of credibility due to defects

or insufficiently accurate models in the software that result in inaccurate results.

3. Building and managing software development teams

that are embedded in, and part of, the DoD customer organizations.

4. Significant losses of core development staff

and their corporate knowledge, due to severe funding reductions and other institutional turmoil.

5. Program coordination within the diverse management cultures

especially security management—within different DoD organizations.

6. Requirements creep and relevancy

over the project's major development phases.
7. Rapidly changing computational and computer technologies
especially rapidly changing computer architectures and environments.

8. Loss of DoD stakeholder and sponsor support

due to frequent turnover of senior DoD personnel.

9. Loss of control of intellectual property rights

In the absence of domestic copyright protection.
10.Supporting CREATE software users without impacting
development.

C . o - Presentation Title
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CREATE Risk Management Principles
Addressing the Core Risks

m Develop a compellin
communicate it.

- Deve_lop a long-term strategic plan and define the

essential processes required to execute it.

m Recruit the right team leaders and strong,

multidisciplinary teams.

m Balance the need for development team empowerment

with the need for accountability.

s Recognize that program management must extend to the

risks most outside its control: stable funding, stakeholder
rs.

support and deployme ™ t’:) c;r:rttofr?oem institutional turmoil.

s Protect the development €i ion and validation program.

a Implement a rigorous verificatio

g, credible vision and endeavor to

Distribution A: Approved for Public release; distribution is unlimited.



The CREATE Approach: Principles to
Practices to Mitigate Risk

Development Environment Indicators

Personnel Experience
Low Cognpetency

High , Requirements
Dynamism

Criticality
High

High depen@eénce on
order

Large

) Culture
Team Size

Notional Home Ground Chart for CREATE
after Boehm, Using Risk to Balance Agile and Plan-Driven Methods, IEEE Computer Society, 2003

“Principles” translated into shared “Practices”, as opposed to

“Processes”, best fit the need for flexibility for CREATE
operating within the three Armed Services

o . o - Presentation Title
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Risk 1: Challenge of developing new,
Innovative software within the DoD
Program Management structure

 Mitigating Practice: Strive for flexible execution

with risk-mitigating milestones

CREATE
Disciplined Agile

& Milestone/ Milestone/ Micro-managed
thods Risk Plan Milestone

Or Hero? CMMI Level Il Practices <_|_> Example: Spiral
O - - - — @<« Agile Methods % CMMI Software Methods ———Q

Hacker  Scrum Adaptive

| «—— CMMI Process Improvement

seatboas

after Boehm, “Getting Ready for Agile Methods with Care”, IEEE Software, 2002

CREATE Development Approach: A Disciplined Agile

Workflow Management Approach based on Scrum

Distribution A: Approved for Public release; distribution is unlimited. Page-9
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Risk 2: Loss of credibility

due to software defects or inaccuracies

Mitigating Practice: Implement a testing program compliant with
National Research Council Guidelines; strive for continuous
Integration with automated regression tests for each commit, and

test coverage NEESIEINERS =
—\ Test servers

Revision Control
Server

Check in code

Regression testing after
every commit |:;>

SSCI Client Machines (1..n)

Dashboard ,' s
(Apache Web ;-

Discover problems before they are hard to fix

L . . L L L Presentation Title
Distribution A: Approved for Public release; distribution is unlimited. Page-10



Risk 3: Difficulty building software teams

under DoD constraints

« Mitigating Practice: Identify a principal developer within customer
organizations (in CREATE’s case, the Services)

« Mitigating Practice: Recruit lean (5 -15 member) development teams
lead by technical experts (typically from the DoD S&T community)

CREATE Product Teams

Create Program Associate Director

Ships Air Vehicles ntennas Groond
Project Manager Project Manager Project Vehicl
HPCMP, Lorton HPCMP, | arton Sensors Directorate, Pro'eect :\/Icane: o
NavyFOAM Kestrel AFRL, WPAFB : .
NSWC, Carderoc ! th i i
k€— 46t Test Wing, Eglin ¢ SENTR Mercury
Integrated Hydro AFB _ ERDC
NSWC1 Carderock NAVAIR, Patuxent <4+ AFRL, WPAFB
Navy Enhanced | HRll_ver MAT
Sierra Mechanics elios vesh & < TARDEC <€+
Carderock <+ . Capstone
Rapid Ship Design Environment Gene:};sc-:lli\)/llf:SIGN <+ Project Manager
Navy NRL -
NSWC’ Carderock =mibution A: Approved for Public release; distribution is unlimited. Presentation Title




Risk 4. Funding Reductions

Mitigating Practice: Reach out to the customer
with Pilot Projects that demonstrate value

AV Planning Team=Senior Customer Engineers

1 — Identify Key
Acquisition Processes

(AP’s)

7 — Select Groups that represent

greatest impacts to acquisition for

HPC software development under
CREATE-AV

Approved by BoD

6 — Prioritize and
Group analysis
capabilities

AP WF’s

5 — Identify HPC
Analysis Capabilities
required to improve

2 — ldentify
Products of AP’s

8 — Build
mechanisms for
CREATE-AV
software to impact
targeted AP’s

3 — Breakdown AP
Workflows (WF’s)

4 — Identify HPC
Insertion Points into
WF’s

This helps demonstrate value and promotes customer commitment

Distribution A: Approved for Public release; distribution is unlimited.
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Risk 5: Difficult program coordination

In an environment of diverse management cultures—especially security-related

« Mitigating Practice: Establish browser

access to CREATE software and support

Welcome to HPCMP CREATE™

Select one or more Projects below for Authorization, Downloads, Docs, and Help

?1

HPC Portal
Applications (PA)

HPC Portal
Ground Vehicles Application
Air Vehicles (AV) (GV) Meshing and RF Antennas Ships (SH) CREATE Development 1
Geometry (MG) (RF) Cellabnration
Military air vehicle Military ground (C

Hydrodynamics. ship ° _f h i i
pe— | N e oo 2-factor authentication

shock response, and
Software: Kestrel, design and analysis. geometry. mesh and integration with CR

design space L. e E ryp i 1 1 d
Helios Software: Ground generation and platforms exploration Wil n C tl O n I n tra‘n S It a'n a't reSt
Vehicle Interface attribution modeling. Software: SENTRI Libi

Mercury, Mobility Software: Capstone e ° Se para-te S u b n et

NavyFOAM, NESM,

ttps://portal.create hpcmil/authd :vrj; 3.‘ ;:‘1‘5- php RSDE ° Si n g Ie—S i g n —0 n

Secure access without downloading software

. . . . . . Presentation Title
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Risk 6: Requirements creep and product

relevancy Mitigating Practice. Express requirements as

use-cases in language that customers and
developers both understand.

CREATE-Capstone Foundationalt

Capability Requirements MG-06 Use-Cases
_ Description ‘ MG-06-UC-01 Unstructured all-tetrahedral volume meshing

Import Externally Generated Geometry (CAD,
Create Parameterized Geometry

Support Dependency-Based Associative Nlod: | MG-06-UC-03 Boundary Layer meshing with triangular wedge elements in the
Repair Externally Generated (eg CAD) Gebme viscous region transitioning to tet. No interference from other Bl
Support De-featuring and Idealization of Geor
ggz:gz 282321 f/L:)rlfth]r::]z I\I\//\\ZSSEIIES illgg'::rl;m MG-06-UC-04 MGO07-UC04 with complex geometries and multiple intersecting

MG-06-UC-02 Unstructured hexahedral-dominated hybrid meshing

. . boundary-layers
WERAT Provide Geometry-based Mesh Generatiorf an ["mc-os-uc-0s Boundary layer meshing with hex,prism in the viscous regin
Vel Support Multi-scale Models transitioning to hex/tet
Vie=eo Su ppor’r Legccy Componen’r In’regro’rion \ MG-06-UC-06 MGO06-UCO05 with complex geometries & multiple intersections
e 10 SupporT AnC”ySis Model Attribution MG-06-UC-07 Volume mesh handing for high order element (first approach)
Vien | Provide Accurate and Scalable Runtime Geom i
Ve Core Framework (Internal requirements to sdppc¢ \ MG-06-UC-08 Matching volume meshes for periodic boundary condition
above)
MG-06-UC-09 Exterior volume meshing up to a given truncation boundary
sources
c 10 0 al €0 e all0 (] O 10 C C for moving parts
aradigm
1 Established in 2008
Distribution A: Approved for Public release; distribution is unlimited. Presentation Title
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Risk 7: Anticipating and responding to
rapidly changing HPC environments

Mitigating Practice: Ensure that the CREATE program
maintains an awareness of evolving state of the art in high
performance computing

Sandia
National
@ Iihorainies ABOUT PROGRAMS RESEARCH WORKING WITH SANDIA NEWS C

|11 uow1=-',fmuﬂ | |

Example: CREATE Technology Parmershlps with SNL

+ Exascale rising!

BY NEAL SINGER | PHOTOGRAPHY BY RANDY MONTOYA

L . . L . . - Presentation Title
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Risk 8: Loss of sponsor support

due to frequent turnover of senior DoD personnel

—

1000

e | «

 Mitigating Practice: Continually reach out to new senior-
and middle-level members of the DoD acquisition
engineering community.

Examples of Outreach: D
. * 3 BAAs or CRADAs
-+ 60+ CREATE Pilot Projects
==+ Dozens of training courses
~ « 100’s of technical articles( 45+ in 2016 alone)

ARMY/USMC

V-22

F-15 SA/DB-110 Strategic Airlift CP&A A-10 B-52

L . . L . . - Presentation Title
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Risk 9: Loss of control of IP rights HER

HPCMP CREATE™ Software
User Agreement

Authorized to U.8. Government agencies and their contractors in support of a current
contract or technology transfer agreement with the U.S. Government

Distribution Control Number: 1313674496

ng — This di refers to technical data, the export of which is restricted by the Arms Export Control Aet (Title 22, U.S.C., Sec
2751, et seq.) or the Export Administration Act of 1979, as amended, Title 50, US.C.,, App 2401 et seq. Violations of these export laws are
subject to severe criminal penalties. Disseminate in accordance with provisions of DoD Directive 5230.25.

1. Introduction

a. Thls Software User Agreement is made by and berween the Department of Defense as represented by the High Performance
ting Modernization Progra P"}) and th d_Soft i

Mitigating Practice: Require a standard software distribution

agreement (a license for use).

Reeipicnt has no right to receive, us= or examme any source code or design documentation relating to the Produet,except as
speclﬁcally authorized by app ve develop and source code agreements. HPCMP retains all right, title and
interest in the Product and any portion thereof and in all copies, modifications and derivative works of the Product and
portions thereof including, without limitation, all rights the Government may have to patent, copyright, trade secret, trademark
and other proprictary or intellectual property rights. Recipient has no rights, by license or otherwise, to use, disclose or
disseminate the Product, in whole or in part, except as otherwise expressly provided herein. Recipient may not use any name,
mark or designation of the Product except for the express purposes in this Software User Agreement,

6

. Unless otherwise permitted by the HPCMF, Recipient shall utilize the Product exclusively to support United States
Governmenl programs. Recipient agrees that it shall not provide or allow access to this material (o persons other than s
employees or persons acting on its behalf in support of U.S. Government programs, without permission of the HPCMP.

2.  Rights of Use

Rights to use this Product are granted under this Software User Agreement only for the intended use as determined by the
HPCMP, and as documented in the Purpose section of this Software User Agreement. Requests for other uses must be submitted
in writing to the IIPCMP. The HPCMP has the sole right to approve such requests, and will do so in writing.

3. Resirictions

a. The Recipient shall not re=distribute, sell, or use the Product for any purposes not approved the ITPCMP, in whole or in part.
The Recipient may produce copies of‘ the Product or portions of the Product for use solely by the Recipient, or for use by a

u.s. or ion authorized in writing by HPCMP. Recipient shall require each authorized U.S.
ubcontractor izatl racewmg a ccpy nf Ihe Produc( or portion of the I‘mduc‘l to execule and enfurce Ihe
terms and conditions of this Software Us; B S

Software User Agreement. A copy of th
authorized copy of the Product or portios
User Agreement requirements. In ad,
all authorized U.S. contractors/subcon
be responsible for compliance with the te

Practice: Acquire the necessary rights
et e (DFARS) in contracts and licenses.

=3

The Product is subject to the Arms Expor
Act of 1979, as amended, Title 50, U.S.
penalties.

d. The Recipient acknowledges that the Product may be controlled by the International Traffic In Arms Regulation (ITAR), 22
CFR Sections 121 through 128, and may require an export distribution agreement before assigning any FOREIGN
NATIONAL or FOREIGN REPRESENTATIVE to perform work using the Product or before granting any FOREIGN
NATIONAL or FOREIGN REPRESENTATIVE access to the Product, and/or technical data generated by the Product,
Furthermore, such persons must be approved by the HQUSACE designated Foreign Disclosure Officer before beginning such

Presentation Title
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DOD

Risk 10: Supporting CREATE users =

without impacting product development

« Mitigating Practice: Look for scalable self-help solutions,

like Web

Forums

yﬂ CREATE Home x B

CREATE Home

{> Board index

& - C | { nttps//portal.create.hpc.mil

CREATE Forum

—\ CREATE Community Forum

Advanced search

m

® T =

the CREATE-MG team.
Moderator: sdey

from CREATE-MG. Feel free to ask questions
(or jump in to answer) questions on released
products. This is pro-actively monitored by

= 2000
S¥User Control Panel (0 new messages) = View your posts CIFA
It is currently 10 Oct 2012, 11:46
[ Moderator Control Panel ] 1500
View unanswered posts ¢ View new posts ¢ View active topics 1000 ®2012
FORUM TOPICS POSTS  LASTI
CREATE-AV User Community o a3z byl 500 M 2015
CREATE Air Vehicles Community Discussion. 6 min
Feel free to ask questions (or jump in to
answer) questions on released products
Kestrel and Helios. This is pro-actively 0
monitored by the team.
Mottt s Bhalliea b UserForumEThreads TotalPUser@F orume
CAPSTONE CREATE-MG Capstone User Community . s by sd Posts
C— Discuss the Capstone software application, 27 Se.

AV Web Forum Use

(scales with the user base)

Presentation Title
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What has made it work?

Leadership beyond program management

Balance between developer freedom and responsibility
Embedded in CREATE's primary customer organizations
Customer-defined use-cases

Frequent product releases

Browser-based access and Customer Forums

L . . L . . - Presentation Title
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