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SCHEDULE AT A GLANCE
MONDAY, OCTOBER 22
AM Industry Only Session
8:00 AM - 12:05 PM

PM Full Session  
(Industry and Government) 
1:35 - 5:05 PM

Optional Concurrent Sessions
5:05 - 6:05 PM

Networking Reception
6:30 - 8:00 PM

TUESDAY, OCTOBER 23
Full Session  
(Industry and Government) 
8:00 AM - 4:00 PM

Optional Concurrent Sessions
4:00 - 5:00 PM

Networking Dinner
6:30 - 8:00 PM

WEDNESDAY, OCTOBER 24
Full Session  
(Industry and Government) 
8:00 AM - 12:00 PM

WHO WE ARE
The National Defense Industrial Association is the trusted leader in defense 

and national security associations. As a 501(c)(3) corporate and individual 

membership association, NDIA engages thoughtful and innovative leaders to 

exchange ideas, information, and capabilities that lead to the development of 

the best policies, practices, products, and technologies to ensure the safety 

and security of our nation. NDIA’s membership embodies the full spectrum of 

corporate, government, academic, and individual stakeholders who form a 

vigorous, responsive, and collaborative community in support of defense and 

national security. For more information, visit NDIA.org
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WHO WE ARE
The Aerospace Industries Association (AIA) was founded in 1919 and is the largest and oldest U.S. aerospace and defense trade 

association, representing 347 aerospace and defense manufacturers and suppliers with approximately 844,000 employees. Our 

members represent the leading manufacturers and suppliers of civil, military and business aircraft, missiles, space systems, aircraft 

engines, material and related components, equipment services and information technology. 

Visit aia-aerospace.org for more information.
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EVENT INFORMATION
LOCATION JW Marriott San Antonio Hill Country Resort & Spa

23808 Resort Parkway
San Antonio, TX 78261

CONVENE APP Make the most of your time at the 2018 Joint Annual NDIA/AIA 
Industrial Security Committee Fall Conference with the free Convene 
app available on the App store for Apple devices and Google Play 
for Android devices. Once downloaded, select ‘enter code’ and 
input ISCFALL18 

Download the app for complete access to: Agenda  |  Venue  |  
Sponsor Listing  | Speakers  |  Timely “buzz” event updates

ATTIRE Appropriate dress for the conference is business casual for civilians and Class B uniforms or 
uniform of the day for military personnel. The reception and dinner are casual dress.

SURVEY AND 
PARTICIPANT LIST

You’ll receive via email a survey and list of attendees (name and organization) after the conference. 
Please complete the survey, which helps make our event even more successful in the future. 

EVENT CONTACT Andrew Peters
Meeting Planner, NDIA 
(703) 247-2572 
apeters@ndia.org

Jason Timm
Assistant Vice President, National Security Policy, AIA 
(703) 358-1043 
jason.timm@aia-aerospace.org

LEADERSHIP AND 
COMMITTEES

Richard Lawhorn
NDIA Security & Counterintelligence Division Chair 

Michelle Sutphin
NDIA Security & Counterintelligence  
Division Vice Chair

Steven Kipp
AIA Industrial Security Committee Chair

Kai Hanson
AIA Industrial Security Committee Vice Chair

SPEAKER GIFTS In lieu of speaker gifts, a donation is being made to the Fisher House Foundation.

HARASSMENT 
STATEMENT

NDIA is committed to providing a professional environment free from physical, psychological 
and verbal harassment. NDIA will not tolerate harassment of any kind, including but not 
limited to harassment based on ethnicity, religion, disability, physical appearance, gender, or 
sexual orientation. This policy applies to all participants and attendees at NDIA conferences, 
meetings and events. Harassment includes offensive gestures and verbal comments, deliberate 
intimidation, stalking, following, inappropriate photography and recording, sustained disruption 
of talks or other events, inappropriate physical contact, and unwelcome attention. Participants 
requested to cease harassing behavior are expected to comply immediately, and failure will serve 
as grounds for revoking access to the NDIA event.
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AGENDA
SUNDAY, OCTOBER 21

6:00 – 8:00 pm PREMIER SPONSOR HAPPY HOUR
VERBENA & PERIWINKLE

All attendees are welcome.

6:30 – 7:30 pm REGISTRATION
GRAND K FOYER

7:30 – 8:30 pm EXCOM MEETING
GRAND O

MONDAY, OCTOBER 22

7:00 am – 5:00 pm REGISTRATION
GRAND K FOYER

7:00 – 8:00 am NETWORKING BREAKFAST
GRAND R & M

A M  I N D U S T RY  O N LY  S E S S I O N

8:00 – 8:15 am OPENING REMARKS
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division

8:15 – 9:45 am NISPPAC POLICY PRESENTATION
GRAND K-L

Quinton L. Wilkes, ISP
Corporate Security Manager, L-3 Communications

9:45 – 10:05 am NETWORKING BREAK 
GRAND K FOYER
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10:05 – 11:20 am PANEL: LEGISLATIVE DISCUSSIONS
GRAND K-L

Marissa Skaggs
Policy Advisor, House Permanent Select Committee on Intelligence, U.S. House of Representatives

Jon Rosenwasser
Minority Budget Director, Select Committee on Intelligence, U.S. Senate

CO N C U R R E N T  S E S S I O N S :  A S S O C I AT I O N  B R E A KO U T S

11:20 am – 12:05 pm NDIA Session
GRAND N-O

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division

AIA Session
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee

12:05 – 1:35 pm LUNCH (ON YOUR OWN) 

P M  F U L L  S E S S I O N  ( I N D U S T RY  &  G OV E R N M E N T )

1:35 – 1:50 pm FULL SESSION OPENING REMARKS
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division

1:50 – 2:50 pm NATIONAL COUNTERINTELLIGENCE SECURITY CENTER 
GRAND K-L

William “Bill” Evanina 
Director, National Counterintelligence and Security Center, ODNI

2:50 – 3:50 pm OUSD(I)
GRAND K-L

Garry Reid
Director, Defense Intelligence & Security, Office of the Under Secretary of Defense for Intelligence 

3:50 – 4:05 pm NETWORKING BREAK
GRAND K FOYER
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4:05 – 5:05 pm DEFENSE SECURITY SERVICE
GRAND K-L

Dan Payne
Director, Defense Security Service

5:05 pm ADJOURN FOR THE DAY

O P T I O N A L  CO N C U R R E N T  S E S S I O N S

5:05 – 6:05 pm DSS Regional Directors  
“Help Desk”
GRAND K-L

Kai Hanson
Director, Chief Physical Security Officer, Honeywell 
Vice Chair, AIA Industrial Security Committee  
Moderator

Air Force Breakout
GRAND P

6:30 – 8:00 pm NETWORKING RECEPTION
EVENT LAWN 1

TUESDAY, OCTOBER 23

7:00 am – 4:00 pm REGISTRATION
GRAND K FOYER

7:00 – 8:00 am NETWORKING BREAKFAST
GRAND R & M

8:00 – 8:15 am OPENING REMARKS
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division

8:15 – 9:00 am BACKGROUND INVESTIGATIVE MISSION - PLANNING THE PATH FORWARD
GRAND K-L

Charlie Phalen
Director, National Background Investigations Bureau

Dan Payne
Director, Defense Security Service
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9:00 – 9:45 am BACKGROUND INVESTIGATIVE MISSION – TRANSITION PANEL
GRAND K- L

Trish Stokes
Director Defense Vetting

Christy Wilder 
Chief of Staff, National Background Investigation Bureau

9:45 – 10:00 am NETWORKING BREAK
GRAND K FOYER

10:00 – 10:45 am DSS IN TRANSITION UPDATE
GRAND K-L

Gus Greene 
Director of Industrial Security Field Operations, Defense Security Service

10:45 – 11:45 am DELIVER UNCOMPROMISED DISCUSSION
GRAND K-L

11:45 am – 1:00 pm LUNCH (ON YOUR OWN)

1:00 – 1:15 pm OPENING REMARKS
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division

1:15 – 2:15 pm PANEL: DSS OPERATIONS
GRAND K-L

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division 
Moderator

Chris Fraser 
Assistant Director, CI/OPS, Defense Security Service

Karl Hellmann 
National Industrial Security Program Authorizing Official, 
Defense Security Service 

Mike Halter 
Deputy Director, Industrial Security Field Operations, 
Defense Security Service

Keith Minard 
Assistant Director, NAPA, Defense Security Service

2:15 – 2:45 pm NETWORKING BREAK
GRAND K FOYER
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2:45 – 4:00 pm PANEL: PERSONNEL SECURITY CLEARANCE
GRAND K-L

Lisa Reidy
Director, Corporate Security, GDIT 
Moderator

Marianna Martineau
Deputy Director, DoD Consolidated Adjudications  
Facility (DoD CAF)

Heather Green 
Director, Vetting Risk Operations Center,  
Defense Security Service 

Andrea Luque
Senior Advisor, Defense Vetting Directorate,  
Defense Security Service

Jim Onusko
Deputy Assistant Director of Federal Investigative Records 
Enterprise (FIRE), National Background Investigation Bureau

Perry Russell-Hunter 
Director, Defense Office of Hearings and Appeals, DoD

4:00 pm ADJOURN FOR THE DAY

O P T I O N A L  CO N C U R R E N T  S E S S I O N S

4:00 – 5:00 pm Foreign Ownership, Control or  
Influence (FOCI) Roundtable
GRAND N-O 

Jennifer Brown
Director of Security, iDirect Government  
Moderator

RMF Breakout 
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 
Moderator

Karl Hellmann
National Industrial Security Program Authorizing Official, 
Defense Security Service

6:30 – 8:00 pm NETWORKING DINNER
EVENT LAWN 4

WEDNESDAY, OCTOBER 24

7:00 – 11:30 am REGISTRATION
GRAND K FOYER

7:00 – 8:00 am NETWORKING BREAKFAST
GRAND R & M

8:00 – 8:15 am OPENING REMARKS
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division
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8:15 – 9:15 am PANEL: SOCIAL MEDIA MONITORING IN VETTING
GRAND K-L

Mitch Lawrence 
Lawrence Solutions 
Moderator

Brian Dunbar 
Assistant Director, Special Security Directorate, National 
Counterintelligence and Security Center

Heather Green
Director Vetting Risk Operation Center, Defense 
Security Service 

Regan Starkey
President, Information Discovery Services

9:15 – 9:45 am NETWORKING BREAK
GRAND K FOYER

9:45 – 10:45 am PANEL: INTELLIGENCE COMMUNITY (IC)
GRAND K-L

Dick Weaver
Chief Security Officer, The Johns Hopkins University, APL 
Moderator

Andrea Cryer-Taylor
Personal Security Division Chief, NRO

Kemp Ensor
Director of Security and Counterintelligence, NSA

Mike Londregan
Director of Security, DIA

Steve Perron
Director of Security, CIA

10:45 - 11:45 am DOD APPLICATIONS UPDATE
GRAND K-L

11:45 am – 12:00 pm CLOSING COMMENTS AND CONFERENCE ADJOURNS
GRAND K-L

Steven Kipp
Director, Information Systems Security, L3 Technologies 
Chair, AIA Industrial Security Committee 

Rick Lawhorn
Corporate Security Director, L3 Technologies 
Chair, NDIA Security and Counterintelligence Division

The NDIA has a policy of strict compliance with federal and state antitrust laws. The antitrust laws prohibit competitors from engaging in 
actions that could result in an unreasonable restraint of trade. Consequently, NDIA members must avoid discussing certain topics when 
they are together at formal association membership, board, committee, and other meetings and in informal contacts with other industry 
members: prices, fees, rates, profit margins, or other terms or conditions of sale (including allowances, credit terms, and warranties); 
allocation of markets or customers or division of territories; or refusals to deal with or boycotts of suppliers, customers or other third parties, 
or topics that may lead participants not to deal with a particular supplier, customer or third party.
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THANK YOU TO OUR SPONSORS

PREMIER SPONSOR

Xcelerate Solutions (Xcelerate) is a mission-driven consultancy 

committed to enhancing America’s personnel and cyber security 

posture. Their focus is, and always has been, to help make 

America safer by solving complex problems and accelerating 

results. Xcelerate delivers innovative solutions in three practice 

areas: Portfolio, Program, and Project Management; Enterprise 

Process Management; and Enterprise Technology Innovation. 

Leveraging these core capabilities, Xcelerate provides full 

lifecycle solutions, beginning with creation of a strategy aligned 

with client objectives and a roadmap to realize the strategy. Their 

design, development, and integration capabilities, based on 

consulting and technology expertise, helps clients operationalize 

the plan. Xcelerate has deep experience in both traditional 

and Agile project management, as well as a proven ability to 

help traditional programs transition to Agile. Once a solution is 

implemented, Xcelerate provides consulting and IT services to 

ensure it operates as designed, driving mission critical, high-

volume transactions and supporting customers with a focus on 

continuous improvement. 

Xcelerate has leveraged their broad capabilities to support the 

end-to-end Security, Suitability, and Credentialing (SSC) Mission 

for nearly a decade. Through strategy, management, and 

operational services, they continue to play a key role in today’s 

SSC modernization efforts. 

An ISO 9001 and ISO 27001 certified company, Xcelerate prides 

itself on delivering high-quality services to clients in accordance 

with CMMI-SVC Level 3 appraised process. 

ELITE SPONSOR

Securitas Critical Infrastructure Services Inc. (SCIS) is one of the 

largest providers in the United States of specialized security, fire 

and emergency response services to meet federal government 

security requirements in the Aerospace, Defense, and Energy 

industries. As the national security provider for many Department 

of Defense, Aerospace and Intelligence contractors, SCIS is 

qualified to provide “Cleared Protective Services” to classified 

facilities. In addition to physical security, SCIS Investigations’ 

Sector is also a leading partner with NBIB in the vetting of 

Federal civilian, military, and contractor personnel.



11

VENUE MAP
LEVEL 2



SAVE THE DATE 

2019 JOINT NDIA/AIA 
INDUSTRIAL SECURITY 
COMMITTEE SPRING 
CONFERENCE
This bi-annual conference, presented in partnership with the Aerospace 

Industries Association (AIA), serves as the forum for executive-level 

security leadership and policy-makers across the federal agencies and 

U.S. Industry to convene to address major government security topics. 

Don’t miss this opportunity for candid discussion, high-level networking 

and updates on important topics. 

A series of moderated expert panels and key leadership speakers provide 

insights from diverse perspectives, enabling participants to identify 

critical issues and needs in order to develop government and industry 

partnered creative solutions…solutions that can advance our nation’s 

security and mission success.

May 20 – 22, 2019

Orlando, FL

NDIA.org/Events


