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DoDAF Today

* A website

* Link to PDF, which may be out
of date

° DoDAF is integral to the DoD
Acquisition System through the
JCIDS policy

o Different views required at
different points in the lifecycle
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The DoDAF Architecture Framework Version 2.02

Welcome to DoDAF Version 2.02! This is the official and current version for the Department of Defense
Architecture Framework.

Version 2.02, is the approved release of the DoDAF as of August 2010.

For a description of changes made to DoDAF/DM2 2.01 to create DoDAF/DM2 2.02, download the m S
Version Description Document here. P oo vz
This site has been edited to remove references to the DoD Architecture Registry System (DARS) and the

DoDAF Journal which are no longer supported. Existing DARS data is accessible via the Warfighting

Mission Area Architecture Federation and Integration Portal WMA AFIP (CAG Required)

IDoDAF Conformance

[DoD Gomponents are expected to conform to DoDAF to the maximum extent possible
n development of architectures within the Department. Conformance ensures that
reuse of information, architecture artifacts, models, and viewpeints can be shared with
icommon understanding. Conformance is expected in both the classified and
unclassified communities, and further guidance will be forthcoming on specific
processes and procedures for the classified architecture development efiorts in the
Department.

IDoDAF conformance is achieved when:

= The data In a described architecture is defined according to the DM2 concepts,
ons, and attributes.
= The architectural data is capable of transfer in accordance with the PES.

Cybersecurity Policy

/

Contact Information

For any general enquiries, please contact us via the general enquiry mailboxes listed on our contact page.
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DoDAF Today

* Viewpoints: collections
of views

* Hierarchy from capability
level to systems

* Different groups
responsible for different
viewpoints
o e.g., Operations —

Capability and Operational
Views




DoDAF Today

* Collections of models
to make the products

* Descriptions of each
product

* No templates, only
suggested diagram

types

* Does not include “fit-
for-purpose” views

Describes a Project's Visions, Goals, Objectives, Plans, Activities,

a AV-1 Overview and Summary Information Events, Conditions, Measures, Effects (Outcomes), and produced
> objects
< Architecture data repository with definitions of all terms used
AV-2 Integrated Dictionary throughout the architecture data and presentations
Overall vision for transformational endeavors, provides a
Cv-1 Vision strategic context for the capabilities described, and provides a
high-level scope
A hierarchy of capabilities specifies all the capabilities that are
2 Cv-2 Capability Taxonomy referenced throughout one or more architectures
‘o - — - ——
g_ ov-3 Capability Phasing PIar.med ach.lfevemt.ant of ca.pablllty at different points in time or
3 during specific periods of time
S ov-a Capability Dependences Deper?denaes betV\./t.egn planned capabilities and defines logical
_,;' groupings of capabilities
3 Capability to Organizational Development The fu'hflllment of capablllty{ reqwrementcs shows the Planned
© CV-5 ) capability deployment and interconnection for a particular
o Mapping -
8 Capability Phase
CV-6 Capability to Operational Activities Mapping Mapping between the capabilities required and the operational
activities that those capabilities support
V-7 Capability to Services Mapping Mappl.n.g. between capabilities and the services that these
capabilities enable
g DIV-1 Conceptual Data Model Required High level data concepts and their relationships
o Documentation of the data requirements and structural business
£ DIV-2 Logical Data Model process rules (In DoDAF V1.5, this was the OV-7)
N
% Physical implementation of the Logical Data Model entities, e.g.,
% DIV-3 Physical Data Model message formats, file structures, physical schema (In DoDAF
o V1.5, this was the SV-11)




DoDAF Today (or Tomorrow?)

Unclassified

DoDAF Evolution Plan

* Last published “roadmap”
from Walt Okon

* DoDAF was frozen at the
2.02 version

* Unified Architecture
Framework (UAF) is

intended to replace
DoDAF

* Not clear how DoD policy
Is viewing UAF

From "DoD Architectures and Systems
Engineering Integration” presentation by Mr.

Walt Okon at NDIA Systems Engineering 11995 1997 2008 2007 2009 2010 2012 2013 - 2014  ° 2016
Conference, October 2012 : : : : : : :
3

+ Achievea lglemtegﬁtadal:hmmfﬁmtfnt
lm:mpﬂﬂll'll'y o

Achieve a US, Canadz, and United | K'lm:lnm mhﬁamm
common data meta-model

+ Achieve al I'gnn'lullmﬂlﬂie l.lSG:rmnn'lHrl’ Cammﬂpplmm
emﬂ]lﬁeadlm

19 Jurie 2012
: Unclasmﬁed




How Does UAF Expand on DoDAF?

* UAF integrates views ——
from DoDAF, MoDAF, and  1/51[€

OBJECT MANAGEMENT GROUP™

RESOURCE HUB OMG SPECIFICATIONS PROGRAMS MEMBERSHIP MEMBERS AREA

N A F UNIFIED ARCHITECTURE FRAMEWORK® (UAF®) - POPULARSTANDARDS + HOME

* |t is based on the Unified

P rOfi I e fo r D 0 DA F an d ENHANCE SYSTEM INTEROPERABILITY
The Unified Architecture Framework® (UAF®) is based on the Unified Profile for DoDAF and MODAF™ (UPDM™). UAF defines ways
v U A F of representing an enterprise architecture that enables stakeholders to focus on specific areas of interest in the enterprise while
IVI O DA F U P D M ® retaining sight of the big picture. UAF meets the specific business, operational and systems-of-systems integration needs of

OMG UNIFIED commercial and industrial enterprises as well as the U.S. Department of Defense (DoD), the UK Ministry of Defence (MOD), the North

ARCHITECTURE Atlantic Treaty Organization {NATO) and other defense organizations.
NN FravEwORKe

L] L]
o l ' P D M I S h e a V I I y UAF was initially developed as UPDM 3.0 in respense to needs from the UMLE/SysML® and military communities to develop

standerdized and consistent enterprise architectures based on the U.S. Department of Defense Architecture Framework (DoDAF) and the UK Ministry of Defence Architecture
Framework (MODAF). Requirements were derived from both military frameworks as well as the NAF [NATO Architecture Framework). When these requirements were combined

L
I n fl u e n C e d by Sys M L with requirements from the business sector (because 30% of concepts and themes captured in the military frameworks are equally applicable in the commercial domains), UAF,

as a commercial framework that supports the needs of the commercial sector os well as the military, was born. Participants included a broad spectrum of interested parties,

covering industry, tool vendors, and end users as well as representatives of the DoD and MOD.

VALUE PROPOSITION

Because of increasing complexity and rising costs, it is important to ensure that systems that are being developed can talk to each other and meet the overarching capabilities
that they were intended to achieve. UAF architecture models provide o means to develop an understanding of the complex relationships that exist between organizations,

systems, and systems-of-systems and enable the analysis of these systems to ensure that they meet the expectations of the user community.

* UAF supports current DoDAF/MODAF/NAF requirements and can evolve to meet future needs:
o produce standard DoDAF/MODAF/NAF products as well s commercial extensions
o leverage cross-industry, standards-based approaches (e.g., MDA, UML, SysML) to enhance tool and architecture data interoperability
o MDA foundation enables UAF to evolve with DeDAF v2 and beyond (i.e,. security, human facters)
o UAF is methodology-agnostic (structured, OO0, etc.)

* UAF provides a set of rules to enable users to create consistent enterprise architectures (as models) based on generic enterprise and system concepts with rich semantics.

These models then become the repositories from which various views can be extracted.



UAF Expands Number of Viewpoints and Views

* 10 viewpoints (rows)
o Resources, Security, Personnel

* 11 “visualizations” (columns)

* Also includes “Dictionary,”
Summary & Overview, and
Requirements

* Not clear why items, such as
operational and security
traceability, are missing from
table

* Is Security a separate _
viewpoint or is it embedded in
others?

A new periodic table or Tower of Babel?

Taxonomy Connectivity Processes Interaction Parameters Constraints Roadmap Traceability
T Cn Pr Scanarios Is Pm (=3 Rm Tr

Metadata
Metadata Taxonomy
Md Md-Tx
Stratagic
Strategic
St Taxonomy
St-Tu
o tional ‘Dperational
op Taxonomy
Op-Tx
Services e
Sv Taxonomy
Sv-T
Personnel  Personnel
Pr Taxonomy
Pr-Tx
Resources R
Rs Taxonomy
Rs-Tx
Secu Security
Scrm Taxonomy
Se-Tu
jects Project
MP] Taxonomy
Pj-Tx
standards  >nerd
sd Taxonomy

Actuals

5d-Tx
Resources
Ar

Architactura Metadata
Viewpoints Connectivity
Md-5¢ Mid-Cn
Stratagic Structure SiEET
St-5r Connectivity
st-Cn
Dperational Operational
Structura Connectivity
Op-5r Op-Cn
Sarvice
Service Structul
"'":v ;{" " Connectivity
Sv-Cn
Personnel Personnel
Structure Connectivity
Pr-Sr Pr-Cn
Resource Resource
Structure Connectivity
Rs-Sr Rs-Cn
Security
Security STructul
- t;':-s:uc = Connectivity
Sc-Cn
Project
F"":f_‘;:"“"" Connectivity
Pj-Cn
Standards
Structura -

5d-5r

Actual
Actual Resources
Resources
Structure,

Ar-Sr
Ar-Cn

Connectivity,

Metadata

Processes
d-Pr

Operational
Processes

Op-Fr

Semvice
Processes
Sv-Pr

Persannel
Processes
Pr-Pr

Resource
Processes
Rs-Pr

Security
Processes
Se-Pr

Project Activity
PI-Pr

Simulation ®

Metadata Metadata

Constraints * Traceability
mMd-Ct Md-Tr
strategic
Strategic States Strategic Deployment, Strategic
Stest Constraints St-Rm Traceability
st-Ct Strategic Phasing St-Te
St-Rem
Dperational Iilﬂl‘lﬂbﬂd Operational
States Scenarios Constraints
s (o]
Pt op-Is p-Ct
Service
Service States  Interaction c,:E "'“E] Service Roadmap _I_l"‘e”':f
Sv-5t Scenarios Conceptual Data '::;ms Sv-Rm a::fnm
Sv-ls Meadel,
Personnel
Personnal Competence, Availability,
Parsonnel States  Interaction Drivers, Persannel
" )
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Pr-ls Pr-ct Personnel Forecast
Pr-Rm
b e Resource Resource evalution Resource
R State ‘
eaouree o e Constraints Resource forecast Traceability
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Rs-Ct Rs-Am Rs-Tr
Re-le real world results
Security
Constraints
Se-Cx
Project
m}“::n:dm” Traceability
Pj-Tr
Standards Roadmap BT
SR Tracaahility
" Sr-Tr

Parametric
Execution/
Evaluation ®

Dictionary * Dc
Summary & Overview SmOv

Requirements Rg



UAF to DoDAF Mapping

* Table 2.1 in the “Unified Architecture

Framework (UAF)Traceability
between Framework Views and
Elements Version 1.0 - Appendix B
(Informative)” provides a complete
mapping between UAF and DoDAF

* Other mappings to MODAF, NAF, and
DNDAF are also available in this
document

* Unfortunately, this table does not
include the UAF designators (e.g., Dc
for the Dictionary, Op-Cn for
Operational Connectivity), but you
can add them yourself quickly

Table 2.1 - UAF 1.0 to DoDAF 2.02 Mapping

UAF Viewpoint Name

DoDAF 2.02

DoDAF 2.02 Long Name

Actual Resource Connectivity

Combination of OV-4/SV-1.2

Actual Organisational Relationships

Systems interface description. Systems resource
flow description (IBD, Parametrics)

Actual Resource Structure ov-4 Actual Organisational Relationships (IBD.
Parametrics)

Dictionary AV-2 Integrated Dictionary

Information Model DIV-1/DIV-2/DIV-3 Conceptual Data Model/Logical Data Model/

Physical Data Model

Operational Connectivity OV-3 Operational Resource Flow Matrix

Operational Constraints OV-6a Operational Rules Model

Operational Interaction Scenario OV-6¢ Event-Trace Description

Operational Processes OV-5a/0V-5b Operational Activity Decomposition
Tree/Operational Activity Model

Operational States OV-6b State Transition Description

Operational Structure OV-1, OV-2 High-level Operational Concept Graphic
(Structured version). Operational Resource Flow
Description (IBD)

Operational Taxonomy OV-1, OV-2 High-level Operational Concept Graphic

(Structured version). Operational Resource Flow
Description (IBD)

Operational Traceability

Parameters Environment

2

Unified Architecture Framework (UAF), v1.0




Overlay of DoDAF with UAF
* Made some adjustments SRS

Metadata

from suggested ones in the o 33£E°Z==
standard (e.g., OV-5a is U [P IV Y B . — R

5t IID:'IU"I"I'I" Ste57 nnect] - St-5t rain Yall I‘Ict.l r| ty
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‘Dperational Dperational Dpemﬂnlal Dperational Dperational Operational

decomposition of the higher 7™ | S | et o i | woe

oVfb oW%6b omec

Operational
Constraints

oV%b6a

levels of information, not a ... e, st L
Sve\Vtr/2? Svev- 1/2 SvcVE3/6 SVEV- 4 SvcV- 10bSvc¥|s10c Model, veW40a  SVeV-9  SVEU-5
process) ov-4  OV4  Ov4 — Cii g
Pel"mﬂﬂ PEI’SO“I]E Personnel EI"SDI'N?E Persannel | P‘ersc-nnelStaDes |I‘I1Ef8cﬁﬂn I) Persannel 1]
° Pr Ta):,T:‘mv St::f;l:m c°“§f§:,’"'“ pr‘;ﬁ:es Pr-5¢ S:enfrios Logical Data Model, ro&VL:7 Fersonnel SV"S Tra Pr .f'"t"
Not clear that all of these fit N6 Sva Svioc | DIV=2 SV S0a? IS SV-5a/b
Reources | fete | feoue  owe MO s endon Josouce  Resouce GG resouce
WE” v T SVEF/2 SVESVE K4 SVII0b SVRBOC | retwerkd rets S\E%0a  ""8v-9 S\Aa/b
e Security Structure L ST DIV-3 L
What do these products look ™= & == < =t o
. . Prajects A Project Structure | TOIeCt Project Activity Project Roadma Projact
like according to the UAF R e s e v B
Standards
specification? e Gmr,

ctus n
Actual Resources e - Parametric
. 3 cution/

Stri utt e, S——— Simulation Execution/

Evaluation ®

Dictionary * Dc

Summary & Overview SmOv

Requirements Rg



Example Product Specification: Operational Processes

(Op-Pr)

* “The UAF Profile uses an
enhanced standard notation to ] e e o] senmsacoe
represent metaconstraints ] T T LS o
graphically in the UAF profile e P | p—
diagrams to improve readability of ‘m_ I N =
the UAF Profile specification and | e | |
overcome limitations of being == =yl s ~mnd | b=l | Ing~——s
unable to visualize constraints - I A
diagrammatically in UML” — ||| [T | o

* Does this make sense to you? o | — =

. . fumRoe - Targer) W,[.

* Does this make any sense to your e ][
customer or other domain S = P g | Lt
engineers? | = —

] o

* You absolutely need a tool to e - o

implement this for you
Unified Architecture Framework Profile (UAFP)

Figure A.12 - Operational P .
s s Version 1.0, p. 229

But that means I’'m completely dependent on the tool!




What are the Strengths and Weaknesses of These

Frameworks?
* Strengths * Weaknesses

o They both provide a formal way to o Highly dependent on tool
specify products implementations

o They are both well defined o Limited product set

o They both cover a lot of the o Complex set of diagrams
information needed by systems o UAF separates out “security” views
engineers o Limited program management

o UAF includes Requirements views (e.g., no risk or cost views
specifically called out)

Limited acceptance outside SE
community



Can We Simplity UAF to Make It More Understandable
to Others?

Hierarchy  Asset Asset Action State Action Class Characteristic/  Timeline Spider
Diagram  Diagram Diagram Diagram Diagram Diagram Diagram Measure Class Diagram Diagram

. Taxonomy Connectivity Processes States Interaction Information Parameters Constraints Roadmap Traceability
* If we recognize that the - e " st ___fcanaris " o c o 2

Metadata .
Metadata Taxonamy Architactura Metadata Matadata Metadata Metadata

COI u m n S a re rea I Iy m a i n Iy types Mmd Md-Tx m:‘:";“a c“':;';_‘éi"lt" P":‘:’:"’a Constraints ° Trac::bllil'!'
N n -Pr Md-Ct Md-Tr
L] L] L] L]
of diagrams or information, its ... s oonr e o =]
f . st Taxsn:n%rnf G Cunsr:;hlw St.st Constraints St-Rm Traceability
airly easy to map other ' ]
. . Operational
Bl Dperational Oparational ‘Operational Operational ‘Operational DOperational
languages or ontologies to it e e Thn SRR R R o e
° Service
* For example, Lifecycle i R R el S o S
Modeling L LML s
O e Ing a nguage ( ) Pe | Personnel Personnel Personnel Personnel hzrsnnrjel Competence, Aeallibty, Personnel
reonne Taxonomy Structure Connectivity Processes Personnel States  Inieraction Nﬁ:r;?;ce Personnel Evalution,  Traceability

Pr-Tr

p rOVi d e S S u C h a n Pr Pr-Tx Pr-Sr Pr-Cn Prpr Pr-5t Scepr:rsios Logical Data Maodel,
ontology/diagram set P N T E— — _—

Resource States
Rs Tazonomy Structure Connectivity Processes (EETEd

pr-Cx Personnel Forecast

Pr-Rm

Resource Resource evelution, Resource
Constraints Resource farecast Traceability

* Types are used in LML to S s | s
distinguish the different o B rem—— e B B
o . ] ’:,TT‘:('“"' Pj-Sr c""::gl""""' Pl-pr_ Bj-Rm T":?T"l"""
Viewpoints — Innoslate® uses —— p—

Tazonomy Structure
- Sd-5r

labels to implement types e — '
p y p Actuals Actual Resources R;::'::EE : o Faramatric
Rﬂd::rnﬂ Slt::_l;te, Connectivity, ELmtiED ;:ﬁ:::‘:rn
Ar-Cn
_ I
Summary & Overview SmOv
Reguirements Rg

Traceability
Sr-Rm SrTr




How Does Systems Engineering Support these
Frameworks?

* To answer this question, we
need to step back and
understand where these
frameworks originally came

from
* The main driver initially was to iposesrplins)
replace MIL-STD-499 with L

“architecture”

* A set of systems engineering
diagrams formed the basis for

the C4ISR Architecture
Framework

Scope of UPDM 2.0
Starting Sept 2009

Scope of UPDM 1.0
Approved Sept 2008

1996




Examples from C4ISR Architecture Framework

* A variety of examples were
provided by the members
of the working group

* These formats were the
basis for many of the
diagrams used throughout
the DoDAF
implementation

* Templates for each
product (now called
model) were derived from
these types of diagrams

YvYy
23
%]

cab |7
ADS [ v i g :
BL4 RHE

1

CCSS [

PROC

oty [TACHINTEL

AAAAAAA

|
2]z

=] @
viyl viviv?®
(9]
N
o

TR L L

% e

ey

v:

AsAZ

2
E

\ K

i
SMDS gl

TWCS :
EE ;

Thieat| - ——p
£l |§ . :
-
CP

. .

TADIXS A yem siets
ON-143 -
Thieal Alerts N
OTCIXS | g Force Owers . N =
ON-143 [ 51w Cooranagon P —— [Et)
- il oot
Coor Aletts, Engagement Status, Weapons Cont _ e
— A rowy u = oy
- = | EERE = =
—
Figure 4-11b. System Element Interface Description - Aegis CG Exa » [™Provide Tntelligence fo Military Operations | .. .| r __I wyom
= t"“]
e — TL
3 i) =
-
— —
e e -l
- ol A
p—— 44 —_—
__;EEéE?J

Figure 4-16a. Activity Model - Joint Task Force Intelligence Processes Example




How Can We Implement these Frameworks?

* The complexity of the Frameworks, as now described by OMG, means
that we need to rely on tools to implement them

* |t also means that using these Frameworks may force systems engineers
to use their other standard: SysML

* Since SysML itself is a very complicated “language” that few outside the
systems engineering community understand or accept, DoD should be
cautious of this approach

* We (SPEC Innovations) have tried to implement these frameworks using
the LML ontology, extended to not only DoDAF MetaModel 2.0 (those
mappings were outlined in version 1.0 of the LML standard), but also to
add entity classes, relationships and attributes (if required) for the UAF

* As a result we are providing a new DoDAF Dashboard capability in
Innoslate 4.1



How Do We Implement these Frameworks?

* New DoDAF Dashboard

o Similar to our Documents © DoDAF View
and Diagrams Views e :

* New Timeline Diagram cefen e B
o To enhance those views == |IF= I = 1=

requiring a roadmap

* New OV-3/SvcV-6/SV-6
View using our -
Database View —
technology




How Do We Implement these Frameworks?

* These views can easily be extended to the UAF

* Development of a UAF dashboard will occur if sufficient user
demand requires it

o A mapping has already been made and implementation will be simple

* However, it seems unclear to us the value of this new framework
o Adding complexity on complexity seems to us to be the wrong way to go

o We need to establish clear, simple language so that anyone we work with
can understand what we are trying to say

o We believe that LML provides a much better approach (data-centric) with a
simple and easy to understand ontology, as well as simplified diagrams



Summary

* Frameworks can have value, but only when they are implemented
in @ way anyone can understand

* We must always remember that as systems engineers our primary
role is to act as the translator between all stakeholders

* If these frameworks aid in that goal, then they will have value

o Obviously if they don’t help communicate, then they are a detriment to all
stakeholders



